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E-Safety Is all around us
What does the Wokingham Borough Council do?
School’'s Acceptable Use Policy — (AUPS)

The Child Exploitation and Online Protection
website - CEOP

Materials used in schools to educate children
What to do at home — your safer access



Internet access via computers, smart phones,
IPads, play devices . ..

Social networking sites, access to chat rooms —
access through other devices

Access Is increasing rapidly, use of WiFi
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Manages broadband, up to 100 sites,
complex and costly

Supports schools e-safety needs (what
Ofsted expects)

Troubleshoots all serious e-safety issues
Provides staff training - —
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http://www.childnet.com/resources/the-adventures-of-kara-winston-and-the-smart-crew

 All schools must have an Acceptable Use Policy
» Who, when, where the internet is accessed
» Correct use, behaviour, sanctions
» Secure use of information, passwords, school data
» Learning to stay safe online
» What to do if things go wrong



Child Exploitation and Online Protection website

Produces training materials ? CLICK CEOP
Trains e-safety trainers

Police organisation, handles any computer
misuse worldwide. Breaks into paedophile rings,
gathers evidence, makes arrests.

Thinkuknow — the education section of CEOP
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Advice Help Report



http://ceop.police.uk/

What are your rules for online safety?
Do you provide a filtered access?
Parent controls can be used effectively
Make up the rules as early as possible!
Internet Matters website



http://www.vodafone.com/content/parents/get-started.html
http://www1.k9webprotection.com/
https://www.thinkuknow.co.uk/parents/Primary/Tools/Parental-controls/
Internet-Matters_E-safety_Pre_School.pdf
http://www.internetmatters.org/age-guides/young-children-6-9.html
Anna Bateson from YouTube talking about child safety online.mp4
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V ‘6 to 9" checklist

CREATE a user account for your child on the family computer with appropriate settings and
make the most of Parental Controls and tools like Google SafeSearch

AGREE a list of websites they’re allowed to visit and the kind of personal information they
shouldn’t reveal about themselves online (like the name of their school or their home
address)

DECIDE time limits for things like using the internet and playing on games consoles

BEAR in mind what older siblings might be showing them on the internet, mobiles, games
consoles and other devices and agree some rules as a whole family

TALK to other parents about their views on things like what age to buy kids a mobile and
don’t be pressured by your child into letting them use certain technologies if you don't think
they're old enough or mature enough... no matter how much they pester you

FAMILIARISE yourself with age ratings and descriptions on games, online TV, films and
apps, so that you can be sure your child is only accessing age-appropriate content




A-Z Children safe online

A is for...

A dult involvement

3 You can't influence what your children are
& doing if you don't get involved.

* Glance at the screen from time-to-time
« Ask them how it's going

* Participate and play along occasionally
i * Encourage them

But don't over do it - it's their learning
space.



A to Z of Safe Children Online.pdf

